Login

|  |  |  |  |
| --- | --- | --- | --- |
| **Use Case Name**: Login | | **ID:** 9 | **Importance Level:** High |
| **Primary Actor:** Marketer | **Use Case Type:** Detail, Essential | | |
| **Stakeholders and Interests:**  Marketer – Safely login to him/her profile  Influencer – Safely login to him/her profile | | | |
| **Brief Description:**  How the Login process is done for Marketer/Influencer, and how a malicious user might take advantage of the existing vulnerabilities. | | | |
| * Using the inputs for XSS attack, or command injection attacks. * Use the fact that system makes an DB query to get the hold of the system's information using SQLi. * Authentication Bypass. * CSRF (for an external familiar with the sysetm (this is after login)) * Forgot password links that are not one-time, limited in time, and marked with user and system shared key. | | | |
|  | | | |
| **Alternate/Exceptional Flows:**  **F, 1**. Username not available  **F, 2**. Username and password mismatch | | | |